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Conference Highlights

At the second annual ICI Global Cybersecurity Forum, held 14 June 2016 in London, industry
experts offered insights and advice on effective defense strategies, cyberthreats, and
vulnerabilities. Below are video testimonials from some of the keynote speakers and
panellists who attended the event.

Cybersecurity Conference Highlights
The fund industry continues to be vigilant about safeguarding fund and investor
information, yet staying ahead of new threats is a constant challenge.

Tony Cole
Global Government Chief Technology Officer
FireEye

Transcript: Cybersecurity Conference Highlights (pdf)

Insights on Managing Third Parties and Cyberthreats
There are many ways asset managers can ensure that their third-party vendors are
adopting strong cybersecurity practices.

Matthew Martindale
Director
KPMG

Transcript: Insights on Managing Third Parties and Cyberthreats



https://icinew-stage.ici.org/taxonomy/term/3295
https://www.ici.org/pdf/16_icig_cyber_cole_conf_highlights.pdf
https://www.ici.org/pressroom/video/focus/fof_08_26_16_cybersecurity_vendors_martindale

How Fund Board Directors Can Respond to Cyberthreats
With cybersecurity a high priority for the fund industry, how can fund board directors best
respond?

Tim Blank
Managing Partner
Dechert

Transcript: How Fund Board Directors Can Respond to Cyberthreats

Changing Role of Chief Information Security Officers

The role of a chief information security officer is rapidly changing and expanding at asset
managers, presenting new challenges for experts in the field. Wolf Richter of McKinsey
explains.

Wolf Richter
Principal
McKinsey

Transcript: Changing Role of Chief Information Security Officers (pdf)

“Internet of Things” Could Provide Backdoor to Cyberattacks

The increasing use of web-connected devices in homes, businesses, and government
agencies is posing new challenges for cybersecurity experts. Tony Cole of FireEye discusses
how the Internet of Things (IOT) is creating more openings for cyberattacks.

Tony Cole
Global Government Chief Technology Officer
FireEye

Transcript: “Internet of Things” Could Provide Backdoor to Cyberattacks (pdf)

What to Know About Ransomware
Ransomware attacks are increasing, creating new challenges for asset managers and their
cybersecurity teams. Tony Cole of FireEye explains.

Tony Cole
Global Government Chief Technology Officer
FireEye

Transcript: What to Know About Ransomware (pdf)



https://www.ici.org/pressroom/video/events/fof_08_19_16_cybersecurity_boards
https://www.ici.org/pdf/16_icig_cyber_richter.pdf
https://www.ici.org/pdf/16_icig_cyber_cole_iot.pdf
https://www.ici.org/pdf/16_icig_cyber_cole_ransomware.pdf

European Union Preparing “Game Changing” Data Privacy Regulation
Global asset managers who do business in Europe should prepare now for strict data
privacy provisions. Matthew Martindale of KPMG explains what is coming.

Matthew Martindale
Partner
KPMG

Transcript: European Union Preparing “Game Changing” Data Privacy Regulation (pdf)
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